
DATA PROCESSING ADDENDUM-OPEX FITNESS 

This Data Processing Addendum �ȊAgreementȊ��supplements the Terms of Use 
https://www.opexfit.com/terms-and-conditions/ and forms part of the Contract for 
6HUYLFHV��ȊPrincipal AgreementȊ��EHWZHHQ OPEX Fitness LLC 
�WKH�ȊCompanyȋ��DQG ______________ �WKH�Ȋ'DWD�3URFHVVRUȋ� (together as the 
ȊPartiesȋ� is dated the later of (i) February 23, 2022 or (ii) the date of the last 
signature of party below, and is hereby incorporated by reference into the 
Agreement. The Company and Data Processor agree as follows: 

WHEREAS 

(A) The Company acts as a Data Controller. 

(B) The Company wishes to subcontract certain Services, which imply the 
processing of personal data, to the Data Processor. 

(C) The Parties seek to implement a data processing agreement that complies with 
the requirements of the current legal framework in relation to data processing and 
with the Regulation (EU) 2016/679 of the European Parliament and of the Council of 
27 April 2016 on the protection of natural persons with regard to the processing of 
personal data and on the free movement of such data, and repealing Directive 
95/46/EC (General Data Protection Regulation). 

(D) The Parties wish to lay down their rights and obligations. 

IT IS AGREED AS FOLLOWS: 

1. Definitions and Interpretation 

1.1 Unless otherwise defined herein, capitalized terms and expressions used in this 
Agreement shall have the following meaning: 

������Ȋ$JUHHPHQWȋ�PHDQV�WKLV�'DWD�3URFHVVLQJ�$JUHHPHQW�DQG�DOO�6FKHGXOHV� 

������Ȋ&RPSDQ\�3HUVRQDO�'DWDȋ�PHDQV�DQ\�3HUVRQDO�'DWD�3URFHVVHG�E\�D�
Contracted Processor on behalf of Company pursuant to or in connection with the 
Principal Agreement; 

������Ȋ&RQWUDFWHG�3URFHVVRUȋ�PHDQV�D�6XESURFHVVRU� 

https://www.opexfit.com/terms-and-conditions/


������Ȋ'DWD�3URWHFWLRQ�/DZVȋ�PHDQV�(8�'DWD�3URWHFWLRQ�/DZV�DQG��WR�WKH�H[WHQW�
applicable, the data protection or privacy laws of any other country; 

������Ȋ(($ȋ�PHDQV�WKH�(XURSHDQ�(FRQRmic Area; 

������Ȋ(8�'DWD�3URWHFWLRQ�/DZVȋ�PHDQV�(8�'LUHFWLYH�������(&��DV�WUDQVSRVHG�LQWR�
domestic legislation of each Member State and as amended, replaced or 
superseded from time to time, including by the GDPR and laws implementing or 
supplementing the GDPR; 

������Ȋ*'35ȋ�PHDQV�(8�*HQHUDO�'DWD�3URWHFWLRQ�5HJXODWLRQ���������� 

������Ȋ'DWD�7UDQVIHUȋ�PHDQV� 

1.1.8.1 a transfer of Company Personal Data from the Company to a Contracted 
Processor; or 

1.1.8.2 an onward transfer of Company Personal Data from a Contracted Processor 
to a Subcontracted Processor, or between two establishments of a Contracted 
Processor, in each case, where such transfer would be prohibited by Data 
Protection Laws (or by the terms of data transfer agreements put in place to 
address the data transfer restrictions of Data Protection Laws); 

������Ȋ6HUYLFHVȋ�PHDQV�WKH�coach/client data. 

�������Ȋ6XESURFHVVRUȋ�PHDQV�DQ\�SHUVRQ�DSSRLQWHG�E\�RU�RQ�EHKDOI�RI�3URFHVVRU�WR�
process Personal Data on behalf of the Company in connection with the 
Agreement. 

����7KH�WHUPV��Ȋ&RPPLVVLRQȋ��Ȋ&RQWUROOHUȋ��Ȋ'DWD�6XEMHFWȋ��Ȋ0HPEHU�6WDWHȋ��
Ȋ3HUVRQDO�'DWDȋ��Ȋ3HUVRQDO�'DWD�%UHDFKȋ��Ȋ3URFHVVLQJȋ�DQG�Ȋ6XSHUYLVRU\�$XWKRULW\ȋ�
shall have the same meaning as in the GDPR, and their cognate terms shall be 
construed accordingly. 

2. Processing of Company Personal Data 

2.1 Processor shall: 

2.1.1 comply with all applicable Data Protection Laws in the Processing of Company 
Personal Data; and 



������QRW�3URFHVV�&RPSDQ\�3HUVRQDO�'DWD�RWKHU�WKDQ�RQ�WKH�UHOHYDQW�&RPSDQ\ȇV�
documented instructions. 

2.2 The Company instructs Processor to process Company Personal Data. 

3. Processor Personnel 
Processor shall take reasonable steps to ensure the reliability of any employee, 
agent or contractor of any Contracted Processor who may have access to the 
Company Personal Data, ensuring in each case that access is strictly limited to 
those individuals who need to know / access the relevant Company Personal Data, 
as strictly necessary for the purposes of the Principal Agreement, and to comply 
ZLWK�$SSOLFDEOH�/DZV�LQ�WKH�FRQWH[W�RI�WKDW�LQGLYLGXDOȇV�GXWLHV�WR�WKH�&RQWUDFWHG�
Processor, ensuring that all such individuals are subject to confidentiality 
undertakings or professional or statutory obligations of confidentiality. 

4. Security 

4.1 Taking into account the state of the art, the costs of implementation and the 
nature, scope, context and purposes of Processing as well as the risk of varying 
likelihood and severity for the rights and freedoms of natural persons, Processor 
shall in relation to the Company Personal Data implement appropriate technical 
and organizational measures to ensure a level of security appropriate to that risk, 
including, as appropriate, the measures referred to in Article 32(1) of the GDPR. 

4.2 In assessing the appropriate level of security, Processor shall take account in 
particular of the risks that are presented by Processing, in particular from a 
Personal Data Breach. 

5. Subprocessing 

5.1 Processor shall not appoint (or disclose any Company Personal Data to) any 
Subprocessor unless required or authorized by the Company. 

6. Data Subject Rights 

6.1 Taking into account the nature of the Processing, Processor shall assist the 
Company by implementing appropriate technical and organizational measures, 
insofar as this is possible, for the fulfilment of the Company obligations, as 
reasonably understood by Company, to respond to requests to exercise Data 
Subject rights under the Data Protection Laws. 



6.2 Processor shall: 

6.2.1 promptly notify Company if it receives a request from a Data Subject under 
any Data Protection Law in respect of Company Personal Data; and 

6.2.2 ensure that it does not respond to that request except on the documented 
instructions of Company or as required by Applicable Laws to which the Processor 
is subject, in which case Processor shall to the extent permitted by Applicable Laws 
inform Company of that legal requirement before the Contracted Processor 
responds to the request. 

7. Personal Data Breach 

7.1 Processor shall notify Company without undue delay upon Processor becoming 
aware of a Personal Data Breach affecting Company Personal Data, providing 
Company with sufficient information to allow the Company to meet any obligations 
to report or inform Data Subjects of the Personal Data Breach under the Data 
Protection Laws. 

7.2 Processor shall co-operate with the Company and take reasonable commercial 
steps as are directed by Company to assist in the investigation, mitigation and 
remediation of each such Personal Data Breach. 

8. Data Protection Impact Assessment and Prior Consultation Processor shall 
provide reasonable assistance to the Company with any data protection impact 
assessments, and prior consultations with Supervising Authorities or other 
competent data privacy authorities, which Company reasonably considers to be 
required by article 35 or 36 of the GDPR or equivalent provisions of any other Data 
Protection Law, in each case solely in relation to Processing of Company Personal 
Data by, and taking into account the nature of the Processing and information 
available to, the Contracted Processors. 

9. Deletion or return of Company Personal Data 

9.1 Subject to this section 9 Processor shall promptly and in any event within 

10 business days of the date of cessation of any Services involving the Processing of 
&RPSDQ\�3HUVRQDO�'DWD��WKH�Ȋ&HVVDWLRQ�'DWHȋ���GHOHWH�DQG�SURFXUH�WKH�GHOHWLRQ�RI�
all copies of those Company Personal Data. 

10. Audit rights 



10.1 Subject to this section 10, Processor shall make available to the Company on 
request all information necessary to demonstrate compliance with this Agreement, 
and shall allow for and contribute to audits, including inspections, by the Company 
or an auditor mandated by the Company in relation to the Processing of the 
Company Personal Data by the Contracted Processors. 

10.2 Information and audit rights of the Company only arise under section 10.1 to 
the extent that the Agreement does not otherwise give them information and audit 
rights meeting the relevant requirements of Data Protection Law. 

11. Data Transfer 

11.1 The Processor may not transfer or authorize the transfer of Data to countries 
outside the EU and/or the European Economic Area (EEA) without the prior written 
consent of the Company. If personal data processed under this Agreement is 
transferred from a country within the European Economic Area to a country outside 
the European Economic Area, the Parties shall ensure that the personal data are 
adequately protected. To achieve this, the Parties shall, unless agreed otherwise, 
rely on EU approved standard contractual clauses for the transfer of personal data. 

12. General Terms 

12.1 Confidentiality. Each Party must keep this Agreement and information it 
receives about the other Party and its business in connection with this Agreement 
�Ȋ&RQILGHQWLDO�ΖQIRUPDWLRQȋ��FRQILGHQWLDO�DQG�PXVW�QRW�XVH�RU�GLVFORVH�WKDW�
Confidential Information without the prior written consent of the other Party except 
to the extent that: 
(a) disclosure is required by law; 
(b) the relevant information is already in the public domain. 

12.2 Notices. All notices and communications given under this Agreement must be 
in writing and will be delivered personally, sent by post or sent by email to the 
address or email address set out in the heading of this Agreement at such other 
address as notified from time to time by the Parties changing address. 

13. DISCLAIMER. COMPANY MAKES NO REPRESENTATION OR WARRANTY THAT 
7+Ζ6�$''(1'80�Ζ6�/(*$//<�68))Ζ&Ζ(17�72�0((7�&/Ζ(17ȇ6�1(('6�81'(5�
APPLICABLE LAW, INCLUDING THE GDRP. COMPANY EXPRESSLY DISCLAIMS ALL 
REPRESENTATIONS OR WARRANTIES, WHETHER EXPRESS, IMPLIED, STATUTORY, 
THROUGH A COURSE OF DEALING, OR OTHERWISE THAT THIS ADDENDUM WILL 



&203/<�:Ζ7+�25�6$7Ζ6)<�$1<�2)�&/Ζ(17ȇ6�2%/Ζ*$7Ζ216�81'(5�$33/Ζ&$%/(�
LAW, INCLUDING THE GDRP. CLIENT FULLY UNDERSTANDS THAT IT IS SOLEY 
RESPONSIBLE FOR COMPLYING WITH ALL OF ITS OBLIGATIONS IMPOSED BY 
APPLICABLE LAW. THE PARTIES AGREE THAT THERE WILL BE NO PRESUMPTION 
THAT ANY AMBIGUITIES IN THIS ADDENDUM WILL BE CONSTRUED OR 
INTERPRETED AGAINST THE DRAFTER. 

OPEX FITNESS, LLC 

By: __________________________ 
Name: Carl Hardwick 
Title:    CEO 
Date: 2/23/2022 
 

CLIENT 

By: __________________________ 
Name: ______________________ 
Title:    ______________________ 
Date: _______________________ 
 

 


